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N
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O
F

F
IC

E
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O
U

R
S:

M
onday thru T

hursday 
8:30 a.m

. to 5:00 p.m
.

Friday
8:30 a.m

 to 6:00 p.m
.

P
hone: 724-925-9505 or 1-800-525-6036

F
ax: 724-925-6121

E
m

ail: safcu@
com

cast.net

SPECIAL LO
AN

 PRO
M

O
TIO

N
YO

U
 TALKED

 - W
E LISTEN

ED
!

RATE: 4.00%
TERM

: 72 M
O

N
TH

S
N

EW
 M

O
D

EL YEARS: 2010 AN
D

 2011
USED

 M
O

D
EL YEARS: 2008 AN

D
 2009 FO

R REM
AIN

IN
G LO

AN
 TERM

(In-H
ouse Refinancing N

ot Eligible, Policy U
nderw

riting Applies)

IF YO
U

 FIN
AN

CED
 TH

E VEH
ICLE AT AN

O
TH

ER IN
STITU

TIO
N

, W
E W

ILL

“BU
YBACK” TH

E LO
AN

 FO
R TH

E REM
AIN

IN
G

 TERM
. TALK TO

 O
N

E O
F

YO
U

R CO
M

PETEN
T LO

AN
 O

FFICERS FO
R ALL TH

E D
ETAILS.



70th Annual M
eeting N

otice
D

ear M
em

ber,

The 70th
 Annual M

eeting
 of the Stanw

ood
 Area

 Federal Credit U
nion

 w
ill be held

 at 10:00
 a.m

. on
Saturday, April 9, 2011 at the Credit U

nion office. The purpose of the Annual M
eeting of your credit union is

three fold.

1.
Reports of operations, progress and plans of your credit union.

2.
That you m

ay vote by ballot for m
em

bers you w
ant to serve as officers.

3.
H

ave the opportunity to acquaint you w
ith aim

s and ideals of your credit union.

There w
ill be 3 m

em
bers elected to the Board of D

irectors for a three year term
. M

em
bers are entitled to

enter their nam
e for nom

ination
 by subm

itting
 a w

ritten
 request in

 a sealed
 envelope to

 the N
om

ination

Com
m

ittee (Jack Zink, Sue Siw
ula and Paul Patterson) by M

arch 25, 2011. N
o nom

inations w
ill be taken

from
 the floor at the Annual M

eeting.

Sincerely,

John Richards

President

AC
C

ESS YO
U

R VISA AT H
O

M
E!

D
o you need a better w

ay to keep track of your Stanw
ood Area Visa Credit Card.

W
e have a w

ay to m
ake it sim

ple. Access your credit card inform
ation on

https://w
w

w
.eZCardInfo.com

✓
Check your available credit

✓
View

 your current balance

✓
Access previous statem

ents

✓
D

ow
nload transactions to your personal financial m

anagem
ent softw

are

✓
Change personal profile inform

ation online

✓
Set alerts

✓
Search for transactions

✓
And m

uch m
ore



N
O

 SU
R

C
H

A
R

G
E

 A
T

M
S!!

T
here are several no surcharge A

T
M

s in the area:

¥
U

SX
 FC

U
 - 100 B

air A
venue, N

ew
 Stanton

¥
W

E
ST

C
O

 FC
U

 - R
t. 119 @

 W
illow

 C
rossing

¥
M

ennonite FC
U

 - 6161 W
alnut Street, Scottdale

¥
L

E
SC

O
 FC

U
 - 6 A

venue D
, L

atrobe

¥
V

A
SC

O
 FC

U
 - 432 D

epot Street, L
atrobe

¥
A

ll Sheetz - Including N
ew

 Stanton &
 Y

oungw
ood

¥
W

alm
art - B

elle V
ernon

C
O

M
P

A
R

E
 W

IT
H

 Y
O

U
R

P
R

E
S

E
N

T
 C

A
R

D
9.9 %

 A
PR

 FIXED
 R

A
TE

¥
N

o annual fee.
¥

Low
 percentage rate on purchase and cash

advance.
¥

Interest free grace period on purchases (you can
avoid finance charge by paying your account in
full each m

onth).
¥

It takes approxim
ately 15 days after approval to

receive your card.
¥

$10.00 card replacem
ent fee. (F

irst replacem
ent

per year free)
¥

$15.00 late paym
ent fee V

IS
A

 C
redit C

ard
¥

$10.00 over the lim
it fee V

IS
A

 C
redit C

ard

Y
O

U
R

A
C

C
O

U
N

T

Your savings federally insured to at least $250,000
and backed by the full faith and credit of the United States Government

N
C

U
A

National Credit Union Adm
inistration,

a U.S. Governm
ent Agency

H
O

L
ID

A
Y

 C
L

O
S

IN
G

S
T

he
 C

redit
 U

nion
 O

ffice
 w

ill
 be

 closed
 on

 the
follow

ing holiday.

January 17, 2011
M

artin L
uther K

ing D
ay

February 21, 2011
Presidents D

ay
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 C
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d
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n
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a
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m
a

k
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a
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u
 p
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e
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c
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u
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a
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u
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t
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a
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n
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e

o
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a
n
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n
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a
t
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tin

g
 th

e

d
e

b
it/c

re
d

it to
 yo

u
r a

c
c

o
u

n
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L
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a

v
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W
e

 understand
 that

 savings
 yields

 are
disappointing

 m
any

 m
em

bers
 these

 days.
 T

he
recession

 and
 lingering

 recovery
 m

ean
 that

inflation
s

 w
ay

 dow
n, alw

ays
 good

 new
s. B

ut one
price w

e pay for that is low
 yields on regular savings

and
 certificates of deposit (C

D
s). Y

our credit union
pays

 the
 best

 yield
 it

 can
 afford

 in
 today

s
environm

ent.

A
nd

 you
 should

 know
 that share savings and

 C
D

s
still have

 a
 place

 in
 our savings plan. For exam

ple,
you

 need
 m

oney
 you

 can
 get

 to
 quickly

 w
ithout

penalty
 for

 w
ithdraw

al. A
nd

 it
s

 sm
art to

 build
 a

cushion against life
s inevitable em

ergencies, such as
a

 m
ajor

 car
 repair

 or
 the

 dem
ise

 of
 an

 essential
appliance.

If you have trouble saving, C
D

s can help. B
ecause

C
D

s
 aren

t as
 liquid

 as
 transaction

 accounts, they
provide that extra discipline you

 m
ight need

 to
 keep

funds on deposit.
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T
here

s a new
 type of Internet piracy called 

phishing.
 It

s pronounced 
fishing,

 and that
s exactly w

hat these thieves
are

 doing: 
fishing

 for your personal financial inform
ation. W

hat they
 w

ant are
 account num

bers, passw
ords, Social

Security
 num

bers, and
 other confidential inform

ation
 that they

 can
 use to

 loot your checking
 account or run

 up
 bills on

your credit cards.

In
 the

 w
orst case, you

 could
 find

 yourself a
 victim

 of identity
 theft. W

ith
 the

 sensitive
 inform

ation
 obtained

 from
 a

successful phishing scam
, these thieves can take out loans or obtain credit cards and even driver

s licenses in your nam
e.

T
hey

 can
 do

 dam
age to

 your financial history
 and

 personal reputation
 that can

 take years to
 unravel. B

ut if you
understand how

 phishing w
orks and how

 to protect yourself, you can help stop this crim
e.

H
ere

s how
 phishing w

orks:

I
n a typical case, you

ll receive an e-m
ail that appears to com

e from
 a reputable com

pany that you recognize and do business w
ith,

such
 as your financial institution. In

 som
e

 case, the
 e-m

ail m
ay

 appear to
 com

e
 from

 a
 governm

ent agency, including
 one

 of the
federal financial institution regulatory agencies.

T
he

 e-m
ail w

ill probably
 w

arn
 you

 of
 a

 serious
 problem

 that requires
 your

 im
m

ediate
 attention. It m

ay
 use

 phrases, such
 as

Im
m

ediate attention
 required,

 or 
Please contact us im

m
ediately

 about your account.
 T

he e-m
ail w

ill then
 encourage you

 to
 click

on a button to go to the institution
s W

eb site.

In a phishing scam
, you could be redirected to a phony W

eb site that m
ay look exactly like the real thing. Som

etim
es, in fact, it m

ay
be the com

pany
s actual W

eb
 site. In

 those cases, a pop-up
 w

indow
 w

ill quickly
 appear for the purpose of harvesting

 your financial
inform

ation.

In either case, you m
ay be asked to update your account inform

ation or to provide inform
ation for verification purposes: your Social

Security
 num

ber, your account num
ber, your passw

ord, or the inform
ation

 you
 use to

 verify
 your identity

 w
hen

 speaking
 to

 a real
financial institution, such as your m

other
s m

aiden nam
e or your place of birth.

If you provide the requested inform
ation, you m

ay find yourself the victim
 of identity theft.

H
ow

 to P
rotect Y

ourself

1
. N

ever
 provide

 your
 personal inform

ation
 in

 response
 to

 an
 unsolicited

 request, w
hether it is over the

 phone
 or over the

Internet. E
-m

ails and Internet pages created by phishers m
ay look exactly like the real thing. T

hey m
ay even have a fake padlock icon

that ordinarily is used to denote a secure site. If you did not initiate the com
m

unication, you should not provide any inform
ation.

2
. If you

 believe the contact m
ay be legitim

ate, contact the financial institution
 yourself. Y

ou can find phone num
bers and W

eb
sites on the m

onthly statem
ents you receive from

 your financial institution, or you can look the com
pany up in a phone book or on the

Internet. T
he key is that you should be the one to initiate the contact, using contact inform

ation that you have verified yourself.

3
. N

ever provide your passw
ord

 over the phone or in
 response to an

 unsolicited
 Internet request. A

 financial institution w
ould

never ask
 you

 to
 verify

 your account inform
ation

 online. T
hieves arm

ed
 w

ith
 this inform

ation
 and

 your account num
ber can

 help
them

selves to your savings.

4
. R

eview
 account statem

ents regularly to ensure all charge are correct. If your account statem
ent is late in

 arriving, call your
financial institution to find out w

hy. If your financial institution offers electronic account access, periodically review
 activity online to

catch suspicious activity.

O
U

R
 SE

C
U

R
IT

Y
 E

F
F

O
R

T
S P

R
O

T
E

C
T

 Y
O

U
A

s part of the U
SA

 PA
T

R
IO

T
 A

C
T

 ST
A

N
W

O
O

D
 A

R
E

A
 FE

D
E

R
A

L
 C

R
E

D
IT

 U
N

IO
N

 is
im

plem
enting new

 security m
easures that protect you and your credit union.

T
he PA

T
R

IO
T

 A
C

T
 requires all financial institutions to im

plem
ent specific procedures to:

1.V
erify a person

s identity w
hen opening an account.

2.M
aintain records of inform

ation used to verify a person
s identity.

3.D
eterm

ine if the person
 opening

 an
 account appears on

 any
 lists of know

n
 terrorist

suspects provided by a governm
ent agency.

T
hese new

 security m
easures w

ill not only help prevent m
oney laundering and fight financial

support of terrorism
, but also

 w
ill help

 in
 the prevention

 of identity
 theft and

 other types of
fraud.T

he U
SA

 PA
T

R
IO

T
 A

C
T

 is part of antiterrorism
 legislation enacted after Septem

ber 11, 2001. 


